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PURPOSE OF THIS DOCUMENT
=

This document is to be used as a guide for advertisers on how they should work with
their agencies, data providers, publishers andexh providersacross the industry.

GDPR is complex due to the multiple obligations and the various roles of marketers and ﬂ‘ p>
their partners play in controlling and processing data. The Programmatic Advisory would - \\ \ 3

like to provide you with a checklist on how to work with your advertising partners to
navigate these complexities.

This document should not be taken as legal advice for complying with GDPR. It does not
provide a guide on how to be compliant and should not be used for that purpose.

The Programmatic Advisory are a consultancy which specialise in providirg non
conflicted programmatic advice.
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WHAT IS GDPR?

The General Data Protection Regulation (GDPR) is a new legislation
that will come into force on the 29 of May 2018, replacing the
existing Data Protection Act.

Itis S|gn|f|cantly more comprehenswe in its definition of what
O2YLINA&aSa LISNBE2YyIFt RFEGFEEZ YR LIS
collection, processing, storage and use. Compani€dtbased or
otherwiset must build data protection into their system design and
infrastructure, or risk severe penalties. It unifies legislation across the
EU with the aim of strengthening the privacy rights of European
citizens.

Unified legislation simplifies the rules for businesses that collect and
use consumer data however there is work to do by companies before
it takes effect to ensure they are compliant.
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WHAT ARE THE RISKS OF-NOMPLIANCE?

Supervisory Authorities (SAs) in each EU country are

responsible for enforcing the GDPR. In the UK, this is the EHN Y&t A2F iks o2 vl

NBalLRyaAroAtAde 2F GKS LyF2NXYI : . :
annual turnoverof the previous financial year

whichever is higher.
SAs can give companies a warning, suspend or ban thei data

processing activities. They can also impose heavy fines,
depending on the severity of the breach.

SAs will take into account a variety of factors when imposing a
fine such as: EMN YX&EKEEAZ2VY G0KS 02Y

L. Duration and size of the infringement annual turnoverof the previous financial year
2. Whether it was intentional or not e N, G
3. What the company has donel/is doing to mitigate the gher.

damage




WHO DOES IT AFFECT?

A data controllerdetermines the
purpose of collecting, storing an(
processing personal data.

Adata processoprocesses
personal data on behalf of the
data controller.

GDPR affects any organisation that processes data of an EU citize
even if processing sits outside of the EU. This includes organisatio
outside the EU that offer goods and services to EU citizens,
measure their behaviour or hold their personal information.

It also affects both data controllers and data processors. It is
important to make the distinction between the two.

An entity can be both or either a data controller and/ or data
processor. Their responsibilities and liabilities under GDPR are
dependent on which they are.




